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1. Deletion of the browser cache in IE 9

Please open the menu and select the entry “Internet options” (gear wheel, red arrow)
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In the middle part of the opened window “Internet options” are two buttons- “Delete...” and “Settings”. Please press the “Delete...” —button.

i B
Internet Opticns M

General |Seu.|ri1:y I Privacy I Content | Connections | Programs | Aduanced|

Home page

l - To create home page tabs, type each address on its own line,
L}

[ Use current H se default ” Lse blank

Browsing history

#.,?1'_'3. Delete temporary files, history, cookies, saved passwords,
‘_’_ ,J and web form information.

Delete browsing history on exit

Delete. .. # Settings ]
Search

p Change search defaults.

Tabs
_|_" Change how webpages are displayed in
tabs.
Appearance
[ Colors ] [ Languages ] [ Fonts ] [ Accessibility ]

| ok || cancel || aopy
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A new window “Delete Browsing History” will be open. Please choose all check boxes or choose all check boxes except the check box
“Password” afterwards press the “Delete” —button.

F ™
Delete Browsing History ﬁ

[¥]Preserve Favorites website data

Keep cookies and temporary Internet files that enable your favarite
websites to retain preferences and display faster,

Temporary Internet files
Copies of webpages, images, and media that are saved for faster
viewing.

Cookies
Files stored on your computer by websites to save preferences
such as login information,

History
List of websites you have visited.

Download History
List of files you have downloaded.

Form data
5? information that you have typed into forms.

Passwords
Saved passwords that are automatically filed in when you sign in
to a website you've previously visited.

ActiveX Filtering and Tracking Protection data
A list of websites exduded from filtering, and data used by Tracking
Protection to detect where websites might be automatically sharing
details about your wisit.

About deleting browsing history Delete % Cancel ]
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After the action the window will be closed and the previous window “Internet Options” will showed again. If the procedure is done please quit
with the OK button and close the whole browser application. Please be aware that all browser instances of the IE9 have to be closed.

Restart your IE9 and login again in FoundryView and afterwards access MatQual.

2. Disable the Compatibility View in IE9
Please turn off the Compatibility View in Internet Explorer 9:

a) From Internet Explorer menu bar, click Tools> Compatibility View settings.

Delete browsing history... Ctrl+Shift+ Del

InPrivate Browsing Ctrl+5Shift+P
Tracking Protection...

ActiveX Filtering

Diagnose connection problems...

Reocpen last browsing session

Add site to Start menu

Yiew downloads Ctrl+]J
Pop-up Blocker [
Smart5creen Filter »

Manage add-ons

Compatibility View
Compatibility View settings
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b) Un-check/ disable all the compatibility view setting, then click Close button.

( |

Compatibility View Settings

|'\

Q You can add and remove websites to be displayed in
Iﬁ Compatibility View.

I Add this website: I
Add

Websites you've added to Compatibility View:

Remove

[] Include updated website lists from Microsoft
[ Display intranet sites in Compatibility View
[| Display all websites in Compatibility View

L o

c) Close all the Internet Explorer window and launch new window again.
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3. Security Configuration Internet Explorer 9

Internet Options/ Security — recommended configuration on the standard browser

r — i =
Internet Options l&u Internet Options @lﬂ
| General | Security |privacy | content | connections | Programs | Advanced | | General | Security |privacy | Content | Connections | Programs | Advanced |
Select 3 zone to view or change security settings. Select a zone to view or change security settings.
Localintranet Trusted sites  Restricted Internet  [EIEITENEY Trustedsites  Restricted
sites sites
Internet 5 Local intranet
e This zone is for Internet websites, Sl Q This zone is for all websites that are
except those listed in trusted and found on your intranet.
restricted zones,
1l i
Security level for this zone | Security level for this zone |
Allowed levels for this zone: Medium to High Allowed levels for this zone: Al
Medium-high I Medium-high
- Appropriate for most websites | - Appropriate for most websites
(- - Prompts before downloading potentially unsafe - Prompts before downloading potentially unsafe
content content
- Unsigned ActiveX controls will not be downloaded -Unsigned ActiveX controls will not be downloaded
Enable Protected Mode (requires restarting Internet Explorer) || Enable Protected Mode (requires restarting Internet Explorer)
Custom level... Default level [ Custom level... ] [ Default level I
| Resctal zones todefeuitievel | | || | Resetalzones tocefauttlevel | | |!
@ Some settings are managed by your system administrator. @ Some settings are managed by your system administrator.
=) Co (e ) oo

Zone: Internet Zone: Local Internet




- —_
Internet Options —— &u

| General | Security | Privacy I Content I Connections I Programs I Advanced|

Select a zone to view or change security settings.

@ & v O

Internet  Localinfranet QSRS Restricted
| sites

T ene o
This zone contains websites that you

trust not to damage your computer or
your files.
‘fou have websites in this zone.,

Security level for this zane
Allowed levels for this zone: Al

Medium
- Prompts before downloading potentially unsafe

— content

- Unsigned ActiveX controls will not be downloaded

[ Enable Protected Mode {requires restarting Internet Explorer)
Custom level... Default level

[ Reset all zones to default level ]

@ Some settings are managed by your system administrator.

o) (s [ om0

Zone: Trusted sites

r Ny
Trusted sites u

You can add and remove websites from this zone. All websites in
I i/ this zone will use the zone's security settings. I

Add this website to the zone:

Add

Websites:
hitp://=.books24x7.com
http://*.gfoundries.com
http://=.globalfoundries. com

[

< | 1
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r —
Internet Opticns S l&g

| General ‘ Security |Priuacy I Content | Connections I Programs | Advanoedl

Select a zone to view or change security settings.

Internet  Localintranet  Trusted sites

| Restricted sites
This zone is for websites that might
damage your computer or your files,
There are no websites in this zone.
Security level for this zone
Allowed levels for this zone: High
High
- Appropriate for websites that might have harmful
content

- Maximum safeguards
- Less secure features are disabled

Enable Protected Mode (requires restarting Internet Explorer)
Custom level... Default level

[ Reset all zones to default level ]

@ Some settings are managed by your system administrator.

Zone: Restricted sites

Additional in zone , Trusted sites“— http://*.globalfoundries.com or http://gfoundries.com has to be inside.



http://*.globalfoundries.com/
http://gfoundries.com/
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In the tab Privacy are following configurations:

r B
Internet Options M

| General | Security | Privacy |Content I Connections | Programs. I .l\dvanced‘

Settings

Select a setting for the Internet zone.
{ ! Medium I

- Blodks third-party cookies that do not have a compact
privacy policy f
- Blocks third-party cookies that save information that can
be used to contact you without your explict consent

- Restricts first-party cookies that save information that
can be used to contact you without your implict consent

[ Sites. ] [ Import ] [ Advanced ] | Default |
Location
Mever allow websites to request your
O physical location Lea ol I
Pop-up Blocker
(| [#] Turn on Pop-up Blocker Settings
I InPrivate
[l H

[¥| Disable toolbars and extensions when InPrivate Browsing starts

@ Some settings are managed by your system administrator.

[ ok ”Cam&' ]| Apply |




4. Clear browser cache in Google Chrome

The steps shown here will apply to the latest versions of Google Chrome. However, the steps should be almost similar to whatever version you

may be using.

Step 1: Click on the Chrome menu icon seated towards the right end, besides the address bar.

Step 2: Navigate to Tools -> Clear browsing data. If you love keyboard shortcuts you can use the Ctrl + Shift + Delete combination and ignore

Step 1 and Step 2.

Create application shortcuts...

Extensions

Task manager

w Q=
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[ Clear browsing data...

Report an issue...

Encoding
View source
Developer tools

JavaScript console

New tab
New window
New incognito window

Bookmarks

Edit Cut

Copy Paste

Zoom - 100% - C 3

Save page as...
Find...
Print...

Teols

History

Downloads

Signed in as madfreecrazy@gmail.com...

Settings

About Google Chrome
View background pages (2)
Help

Exit
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Step 3: A pop up (as shown below) will appear on your screen. Here, you can select, not just cache, but any browsing data that you wish to
delete.

Clear browsing data X

Obliterate the following items from: | the last 4 weeks -
W Clear browsing history
W Clear download history
|| Empty the cache
|| Delete cookies and other site and plug-in data
|o#| Clear saved passwords
|| Clear saved Autofill form data
|| Clear data from hosted apps

| | Deauthorize content licenses

Learn more | Clear browsing data | | Cancel |
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Step 4: Since we are concerned with browse cache, tick mark the option reading Empty the cache and uncheck all others. In order to clear
cache completely we suggest that you select beginning of time from the drop down. Click on Clear browsing data when done.

Clear browsing data *

Obliterate the following itemns from: | the beginning of time

| Clear browsing history

| Clear download history

LY

Empty the cache

| Delete cookies and other site and plug-in data
| Clear saved passwords

| Clear saved Autofill form data

| Clear data from hosted apps

| Deauthorize content licenses

Learn more Clear browsing data Cancel
. |
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You can also navigate to the data clearance page by using the URL chrome://chrome/settings/clearBrowserData. OR just use
chrome://chrome/history/ and then click on Clear all browsing data button.

€& = C | [} chrome://chrome/history/

Chrome History

I History

Extensions

I Clear all browsing data... I
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